Last quarter I discussed TCP/IP name resolution in VOS’s TCP_OS environment. This quarter I want to continue by covering FTX’s TCP/IP environment.





FTX supports 3 types of name databases, the host table, Network Information Services (NIS), also known as yellow pages, and Domain Name Service (DNS). The order of name resolution, host table, NIS, DNS cannot be changed, but you can skip the NIS and/or the DNS databases.





The host table, really just an ASCII file named hosts in the /etc directory has a format of


      <IP ADDRESS><WHITE SPACE><NAME> [ <WHITE SPACE><NAME>. . .] [# COMMENT]


For example:


192.168.1.1 b5.stratus.com b5  #my workstation





The white space can be tabs or spaces. Multiple names can be used. The first name is the name and the other names are called aliases.





At any line in the file you can insert the plus (+) character in column 1. This indicates that the search though the hosts file is to stop at that point and a query made to the NIS server, if one has been configured. You want to make sure that the entries for the local system, any NIS servers, and the special host name localhost all occur before the line containing the plus character. If there is no plus line in the hosts file no NIS queries are made. 





Very briefly, to manually configure an FTX system to be an NIS client you first issue the “domainname” command to set the domain name, run “ypinit -c” to set up as an NIS client and finally “ypbind” to bind to an NIS server. The script /etc/rc2.d/S75rpc can also be edited so that NIS is started automatically when the system boots. Note that NIS servers may be configured to answer queries only from specific hosts, all other hosts get an error message. In the event of an error or lack of answer FTX will retry the server 7 more times before giving up and going on to query a DNS, if one has been configured. The 8 queries with associated timeouts take about 1.5 minutes. 





Note that even if the system has not been configured as an NIS client scanning of the hosts file stops as soon as a plus character is encountered in column 1. If a DNS is configured that is queried next, if not, the name is not translated.





The /etc/resolv.conf file is used to tell a system the IP address of its domain name servers. If the files does not exist no DNS queries are made. Note that while the file name is pronounced resolve-dot-conf there is no “e” at the end of resolve. The format of the resolv.conf file is


	server <IP ADDRESS>


	server <IP ADDRESS>


	domain <DOMAIN NAME>





There can be several server lines but only 1 domain line. Queries are sent via UDP so its possible that a query can get lost. If there is no response from the first server or a negative response, a query is sent to the second server, etc. If there is no response from any of the servers the name or IP address is not translated.





In addition to having a resolv.conf file, the file /etc/netconfig must be modified to include the resolver libraries. The default netconfig file looks like:





#ident "$Header: /p/RCS/util2-3.0/usr/src/cmd/Dot.adm/netconfig,v 2.0 95/04/10 17:06:01 davidoff Exp $"


#


#       The Network Configuration File.


#


# Each entry is of the form:


#


# network_id semantics flags protofamily protoname device nametoaddr_libs


#


tcp   tpi_cots_ord  v  inet  tcp  /dev/tcp   /usr/lib/tcpip.so


udp   tpi_clts      v  inet  udp  /dev/udp   /usr/lib/tcpip.so


rawip tpi_raw       -  inet  -    /dev/rawip /usr/lib/tcpip.so


icmp  tpi_raw       -  inet  icmp /dev/icmp  /usr/lib/tcpip.so


ticlts     tpi_clts      v loopback     -       /dev/ticlts     /usr/lib/straddr.so


ticots     tpi_cots      v loopback     -       /dev/ticots     /usr/lib/straddr.so


ticotsord  tpi_cots_ord  v loopback     -       /dev/ticotsord  /usr/lib/straddr.so





To activate DNS queries you must add  the string “,/usr/lib/resolv.so” to the first 4 lines. Note that the first character to be added is a comma and that there are no spaces. The modified lines look like:





tcp   tpi_cots_ord  v  inet  tcp  /dev/tcp   /usr/lib/tcpip.so,/usr/lib/resolv.so


udp   tpi_clts      v  inet  udp  /dev/udp   /usr/lib/tcpip.so,/usr/lib/resolv.so


rawip tpi_raw       -  inet  -    /dev/rawip /usr/lib/tcpip.so,/usr/lib/resolv.so


icmp  tpi_raw       -  inet  icmp /dev/icmp  /usr/lib/tcpip.so,/usr/lib/resolv.so





FTX queries the DNS a little differently then TCP_OS. First a maximum of 4 queries are sent to the DNS instead of TCP_OS’s 5. Second, the time between the first query and the timeout for the 4th query is 90 seconds instead of TCP_OS’s 30. However, the number does not go up if several DNS’s are configured. Instead the time between queries goes down so that the total time, 90 seconds, remains the same. Remember that the maximum number of queries will be sent only if the DNS does not respond to the query.





In the interests of saving space I’ll skip the discussion on how the name you enter is concatenated with the domain name and then iteratively pruned until the DNS can make a match. This works exactly the same way under TCP_OS and FTX so I’ll refer you to last quarter’s article. 





If you have suggestions for future topics, comments or questions please send them to noah_davids@stratus.com. 





